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"Techno-Social Excellence"

Marathwada Mitramandal' s

INSTITUTE OF TECHNOLOGY (MMIT)
Lohgaon, Pune- 4Il 047

Ref.No.: MMIT/Compl2022-231 Date: t5l0512023

"Towards Ubiquitous Computing technology"
DEPARTMENT COMPUTER ENGINEERING

NOTICB

All Computer sfudents are hereby informed that anonline Guest lecture

on "Cyber Security and Tools in Information Security " is arranged

on dated 1710512023 (Wednesday). This expert lecture insight on

providing the skills & knowledge of Cyber security.

ResOurCe perSOn: Mr. AnirUdh Kale Cyber Security Expert I CEO Andylnfosec

Date 3 1710512023 (Wednesday).

Time 3 3:30 PM to 5:00 PM

Platform: Online Google Meet

TE Computer Students

ATTENDANCE IS MANDATORY

Coordinator
Mr. Suhas R. Kothavle
Dr. Mangesh D. Salunke ."( 
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"Techno- Social Excellence"

Marathwada Mitra Mandal's
TNSTITUTE OF TECHNOLOGY (MMrr)

Lohgaon, Puhe-4l1047.

"Towards Ubiquitous Computing Technology"

Department of Computer Engineering

Ref. No. :

Submitted:

Subject: About sanctioning of remuneration for Guest Lecture

Date:16.05.2023

Respected Sir,

The Guest Lecture for TE Computer Engineering has been arranged on 17th May 2023. The topic of
the lecture is "Information and Cyber Security". Number of students attending the guest lecture

will be approximately 100. Duration for guest lecture will be 1.5 Hrs.

Details are as follows

Recourse Person: Mr. Anirudh Kale

Date: t7thMay2O23

Time: 03.30 P.M. to 05:00 P.M.

Online mode: Google meet

Link:

' Since session will be conducted around two hours. Total amount for two hours is Rs. 2000/-.

So, kindly sanction total remuneration as Rs.2000/-

r Cheque of Rs. 20001-should be drawn in the favor of Mr. Anirudh Kale.

Thanking you.

Coordinator

Mr. Suhas Kothavle @eP
Salunke

Dept. of Computer Engineering

To,

The Pr

MMIT, Lohgaon-47



*Techno-Social Excellence"

Marathwada Mitra Mandal's
TNSTmUTE OF TECHNOLOGY (MMrT)

Lohgaon, Pme-41 1047.

GuestName: IMr. Anirudh Kale

Guest Profile

==:
Designation'ffi

Founder and Chief Executive Officer at Andy InfoSec with a demonstrated history of working in the
computer and information and network Security industry

He worked with Wipro Technology for almost 2 years.

Skilled in Cyber Security, Bug Assessment , VAPT,Red Teaming,Threat Intelligence, Web
application security and management.

Currently working on Training and developing the workforce in Cyber Security domain. He is
Bachelor of Engineering from APCOER, Pune.



Aniruddha Anil Kale
Pune, Maharashtra, India

O aniruddhakl1993@gmait.com

E f in kedin.corn/in/aniruddh a-kate_1b40a b30

Summary
Founder and chief Executive officer at Andy Infosec with a demonstrated history of providing services andtraining in the computer and information 

"ni n"t*ort security industry.

. Skiils:
- skilled in providing lnfoSec services related to VAPT, penetration Testing-, Threat Inteiligence, web Appricationsecurity' Network security' Application security, soc, trrtouite npprication Lecurity(Android & ios), ThreatAssessment, Noc, security Audits, Apt pentesii.g, ior Security.

- skilled in training and developing/building manforce in cyber security, Bug Assessment, VApr, Red reaming,* 
J:::?Lf:3::1,:.1",:T[J:?;',3::T:H.T: -;asement, ioS pentestins, Apr secur*y, Android Apprication

- Experience with network penetration testing tools such as nmap, netdiscover, Metasploit, wireshark, Nessus.etc.

fJi;1il:JiffiT":i:fftion anarvsis toors such as Burpsuite' owASp ZAp, sqrMap, Acunetix web

. - Experience with Apr anarysis toors such as postman, openApr, etc

- Experience with Mobile application penetration tools such as cycript, Frida, MobsF, grapefruit, apktool, etc.
- Familiar with various os like windows, Red Hat, Ubuntu, Kari-Linux, parrotos, Mac, etc.
- wet-versed with wireress penetration Testing -wpA,wpA2,Wps.

- Expertise in computer Networks(Tcp/rp, osr moder, DNS, DHcp) and protocors.

; iJTffiilffi :::;xLJ::,:J',':J#f il JJ:# #",:, 
owAS p M obi,e rop 1 0, owAS p Ap, s ecu rity ro p 1 0

Career Highlights:

;::?;:flJffi';i:".3,ffii:lHfl:J,::J:f?1,::::,":,,.,",*'i"l:i:". ,ndia masazine in its,istorrop 10

- Got various appreciations for reporting major bugs in Ncilpc and arso got risted in their newsretters for the same.. Experience

=e CEO f Founder
Andy InfoSec

Aniruddha Anil Kale _ page 1
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/.,:- ./-. -/ Feb 2O1g - present (3 years 2 months +)

l, i.:r.: Training
nQ(*,.,SRL (acquired tn 2020\
Aug 2018 - Feb 2019 (7 months)

"i,4i Administrator
Wipro
Jun2014 - Aug 2015 (1 year 3 months)

Technical Sales Engineer
llFL (lndia Infoline Group)
Apr 2011 - Sep 2011 (6 months)

Education

Akhil Bharatiya Maratha shikshan parishad,s coltege of Engineering &
Research
Bachelor of Engineering - BE, Computer Engineering
2015 - 2018

Eklavya Shikshan Santhan's polytechnic, pune
Diploma of Education, computer Technology/computer Systems Technology
2008 - 2011

J.D. Academy
SSC, Secondary Education and Teaching
2007 _2008

cisco certified Network Associate security (ccNA) - cMS computers Limited(tNDtA)

Red Hat certified system Administrator (RHcsA) - cMS computers Limited(tNDtA)

r".e Microsoft Gertified solutions Associate (McsA) - cMs computers Limited (lNDlA)

rs+' Post Graduation Diproma in Gyber security - cssRl (acquired in 2020)

Aniruddha Anil Kale - page 
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-fechno - gocial Excefl6nce-

Guest Lecture Report
Subject: Information and Cyber security Tools
Attendee: g4 candidates. (students of TE computer Engineering)
organized By: Department of computer Engineering, MMIT, Lohgaon_4'l 047

Date: l7"May 2023

Mode of conduction: Online (Google Meet)
Resource person:

The objective of this 
lxrert lecture is10 introduce the students about the info

and cyber security tools useJl;;;;;*" companies. 
Ldents about the information security

fnfuoduction:

,flX|i:::.tt 
ot,ize d activities,. i ncluding

cestruction. The goar ls to ensureu.":y, details, finaicial data oron: n technology security you should

h KaIe
ages of using Kari Linux in Network and Information Securitv

Following topics are covered in the seminaro phishing aftacks

rle Pun



.i t:'"'

o Rer.novable media
o Pass*ords and Authentication
o Physical security
o Mobile Device Security
o Working Remotely

The speaker introduced students about the wireshark tool used in network security. He alsogave the demonstration of Kali Linux operati g system to students.

Program Outcomes

' Students have understood how to cloning of website done.. students have understood the working oiKali Linux oS in IT.. Students got to.know about the Wireshark tool.

Introduction about the speaker

Guest Profile
Guest Name: Mr. Anirudh Kale

Designation: CEO,AndySec

Founder and chief Executive offrcer at Andy InfoSec with a demonstrated history of workingin the computer and information and netr,r.o'k Security industry
He worked with Wipro Technology for almost2 years.
skilled in cyber Security, Bug Assessment , vAPT,Red reaming,Threat Intelligence, webapplication security and management.

currently working on Training and developing the workforce in cyber security domain. He isBachelor of Engineering frornApCOER. L,rrne.
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00:08:1 4.490,00:08: 1 7.490
Akash Padir: Protecting data/ information from unauthorized persons

00:09: 1 3.293,00:09: 1 6.293
Akash Padir: Before

00: 1 3:40.949,00: 1 3:43.949
Yash Kaswa: Denial of service attack

00: 1 4:00.146,00: 1 4:03.146
Yash Kaswa: Services are made unavailable

00: 1 8:27.506,00: 1 8:30.506
Yash Kaswa: For hacking

00: 1 9:36.896,00: 1 9:39.896
Yash Kaswa: I guess it doesn't use/ track ip address and many loopholes are available to
achieve it

00:29: 1 5.083,00:29:1 8.083
Aditya Patil : https://mmit.edu. in/

00 :29: 1 8. 37 8,00.,29:21 .37 8
Akash Padir: https://mmit.edu.in/

00 :34:50.21 2,00 :34 :53.21 2
COMP ONLINE: hi all, be free to ask questions

00:37 :54.421,00;37 :57 .421
COMP ONLINE: Attendance and Feedback link will be shared here in chat box only

00:40: 1 0.9 1 4,00.4Q:1 3.91 4
Aditya Patil: ln computer networks it is used

00:4 1 :58.62 1,00:42:01 .621
Akash Padir: Wireshark capture packets

00:51 :38.71 5,00:51 :41.7 1 5
Aditya Patil: How to detect phishing

00:54:02.61 7,00:54:05.61 7

Mahesh shelke: Program that will do unintended actions in the system





Session Photos
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Mr. Subhash RathodMr. Suhas Kothavle
Dr. Mangesh Salunke


