“Techno — Social Excellence”
@ MARATHWADA MITRAMANDAL’S
L INSTITUTE OF TECHNOLOGY

Lohgaon, Pune-411047

Date: 24/02/2022

"Towards Ubiquitous Computing Technology"
DEPARTMENT OF COMPUTER ENGINEERING

NOTICE

All the Girls students of MMIT are hereby informed that a Webinar on

“Cyber Security for HER” is arranged on dated 26/02/2022 at 12:00
PMin Class E 101 (Online)

ATTENDANCE IS MANDATORY
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Marathwada Mitramandal’s
INSTITUTE OF TECHNOLOGY(MMIT)
Lohgaon, Pune-47

“Towards Ubiquitous Computing Technology”

DEPARTMENT OF COMPUTER ENGINEERING
(Academic Year 2022-23)

A Webinar
On

Cyber Security For ‘HER’

Held on
26' February 2022
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Ms. U.B.Karanje Mr. S.G.Rathod
Coordinator HOD



Seminar Details

Subject: Awareness on the Importance of Cyber Security For ‘HER’
Attendee: 50 Students (FE,SE, TE,BE All branches girls students)

Organized By: Department of Computer Engineering, MMIT, Lohagaon in association with CISCO
NetAcad, New Delhi.

Date: 26" February 2022(Saturday) - 12:00pm to 2:00pm
Mode of conduction: Online (Classroom E-101)
Resource Persons:

Name: Mr. Mohit Sharma

Experience: 12 Years

Designation: Assistant Manager — NIIT Foundation
Company: CISCO NetAcad

Name: Mr. Raghvendra Pandey

Experience: 10 Years

Designation: Master Trainer — NIIT Foundation
Company: CISCO NetAcad

Objective of Seminar

The objective of this seminar is to brief the girl students about the importance of Cyber Security for
HER and current frauds related to the Cyber Security.

Introduction:

In today’s day to day life, everyone is using social communication media and communication devices,
through which various harmful messages are going viral and which causes major cyber crimes. The
social media should be handled carefully and used with the security layers. But the today’s generation
is not aware of how to handle the social media and how to avoid misuse of their personal data. The
session is arranged specially for girl students to create awareness of security in them regarding what to
post and what not on their social media account.

Session by Mr. Mohit Sharma
He highlighted the importance of security in cyber related Medias.



Following topics are covered in the seminar

* How to manage digital systems, protect their intellectual property, and improve consumer
privacy. They should know the basics for how to protect themselves and the organizations
they’re part of.

Women and Girls are subjected to various forms of gender-based cyber violence. This violence
refers to online behavior targeting women and girls, intended to intimidate, to coerce, or to
cause fear, anxiety, humiliation and extreme emotional distress, which includes but not limited
to, cyber stalking,  non-consensual  pornography  (or  ‘revenge  porn’),
distributing child pornography, electronic-enabled human trafficking, Identity theft, fraud
‘financial crimes’, gender-based slurs and harassment, unsolicited pornography, ‘sextortion’,
rape and death threats.

As Women and girls are vulnerable to cyber-attacks, they’ve fallen victim to one type or more
of digital hijacking. Cybercrime is not just a concern; women and girls need to know what to
look for and how to handle it.

Program Outcomes
e Students get aware about the risks of data breach and security backdoors
e Students have understood the process for various National Empowerment Programs for

Women and Young Girls on Cyber Security for a secure information technology environment
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Expert Sessions on
“"Cyber Security Awareness &

Women Health Workshop"

26/02/2022 | Saturday

"Only For Girl
% Students"

Session Time: 12 PM

Mr. Raghvendra Pandey
Master Trainer, NIHT Foundation
Session Time: 1 PM

Dr. Shaileja Kategaonkar

BAMS, CGO, Pune, Session Time: 2:30 PM

Mode of Conduction: Online
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Interaction with Students
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« Types of Malware

+ Spyware - bwck and spy on the user

© Adware - deliver advertisements, Usually Comes with spyware

* Bot - sutomatically perform action
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- Scarewars - persunde the user 1o take 8 speciic aclion based on fear.

© Rootiit - modify the operating system lo create a backdoor

+ Vieus - malicious executable code that ls attached 10 other exscutable filss
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Introduction to personal data About our personal data



